
Remote Access and Authentication       Page 1 of 2 

Office/Contact: Division of Technology and Security 
Source: SDBOR Policies 7.1, 7.4 and 7.6 
Link: https://public.powerdms.com/SDRegents/documents/1727287; 
https://public.powerdms.com/SDRegents/documents/1727297; 
https://public.powerdms.com/SDRegents/documents/1727298   
Associated Forms: VPN Request Form; Third Party Agreement Form  
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NUMBER: 7:8 
 
 

1. Purpose 
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ii. Full-Time Hourly Employees are granted access with their supervisor’s and the 
Vice President for Technology and Security, or designee’s approval. 
 

iii.  Graduate Assistants are granted access on a case-by-case basis. 
 

b. Vendors requesting access to the University’s network from outside the University must 
contact the Division of Technology and Security for the Third Party Agreement Form 
and receive approval from the Vice President for Technology and Security, or designee. 
 

4. Responsible Administrator 
 
The Vice President for Technology & Security, or designee, is responsible for the annual and ad 
hoc review of this policy and its procedures. The University President is responsible for formal 
policy approval. 
 

 
SOURCE: Approved by President on 11/17/2015. Revised 01/31/2024 (clerical). 
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